PASSWORD POLICY

* On IAM, click on the Account settings
* On the password policy, click change
* Enable the desired password settings listed
* Enforce minimum password length
* Require at least one uppercase letter from Latin alphabet (A-Z)
* Require at least one lowercase letter from Latin alphabet (a-z)
* Require at least one number
* Require at least one non-alphanumeric character (! @ # $ % ^ & \* ( ) \_ + - = [ ] { } | ')
* Enable password expiration (How many days can a password be used)
* Password expiration requires administrator reset (Do not enable this so that the user is easily able to change their own password)
* Allow users to change their own password
* Prevent password reuse
* Click on save changes